
Protect Yourself  
From EBT Skimming,  
Cloning & Scamming

Check the card machine/ATM for a cover that may 
hide parts of the machine.

CARD SKIMMING/CLONING is the use of electronic equipment  
to take your EBT information without your knowledge.

SCAMMING is falsely convincing you to give your EBT and/or 
personal information to someone else.

IF YOU THINK YOUR CARD INFORMATION  
HAS BEEN STOLEN THROUGH SKIMMING  
OR CLONING OR SCAMMING, CALL YOUR  

LOCAL DHR COUNTY OFFICE.
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Check the machine for glue marks, damaged or 
loose parts and be cautious of hidden cameras.

Protect the PIN pad with your hand. Change  
your PIN frequently and do not share it. 

Check your EBT account regularly for 
unauthorized charges.


